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Best Execution Governance

“Best Execution” is core to investment managers, clients expect it, Regulators
require it and the law demands it!

Our Best Execution Governance solution addresses a range of requirements:

® Oversight — show the Board (or a sub-committee) is actively concerned with
Best Execution and receive regulator Best Execution reports

* Venues/Brokers — show how trading venues and brokers are selected,
reviewed and updated for different asset classes and locations

* Reporting — show the firm’s Best Execution status and actions required/taken

Off the Shelf Solution Great Value

The Best Execution Governance solution meets Pre-configured to give you Best Execution
regulatory requirements “off the shelf”: Governance management at a low price.

® No software — browser based so no installation * Standardised — regulatory controls built once
* No hardware — hosted on Microsoft Azure and used across regulated firms, achieve

* No configuration — load your users and you are compliance with an “off the shelf solution

good to go * Multiple Regulators — simply add “solution” for
each relevant regulator on single system

® Customise — easy to add/edit controls/checks

Key Features

Powerful inbuilt security and internal controls to efficiently manage and evidence your Best Execution
Governance:

® Investment Managers — log and manage your ° Augment — option to add/edit controls for
Best Execution policies by instrument type country/business management or regulators
and/or location ° Management Information — extract recorded

* Incident Management — identify potential Best data and filter for management or regulators

Execution failures, investigate and resolve




Best Execution Governance

GRC-Maestro supports your Best Execution Governance requirements across your organisation, whether
you have a single regulated entity to multiple entities with different regulators.

@ Dynamic GRC

Ask, Respond, Review, Assess, Report and Record

Information required to assess compliance
with regulations, internal policies, legal
requirements or record keeping

Respondent answers questions and attaches
documents as required (pre-submission
validation)

Automatic check on submitted answers to
identify Incidents (option to manually create
Incident or reject Maestro-Form)

- . )
Management review of Incidents to determine
Breaches/Non-Breaches with reason for
assessment required

Provide regulators and management with
reports showing internal controls, results of

monitoring, breaches/non-breaches, etc.

Contacts

Australia & New Zealand: +61 2 8006 5008
Singapore: +65 9385 7455

UK & Ireland: +44 20 3286 0800

USA: +1 617 401 8009

Dynamic GRC

CBol - IT & Cyber-Security: 1.1 Board of Directors and Senior Management
For: State Street (SGP)
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4, Has the latest IT strategy been fully implemented?”

Partit

e secrons
ITRESOURCING
° 1T RISK MANAGEMENT FRAMEWORK
uuuuu

KEY T ISSUES.

1/10SECTIONS COMPLETED

Web site: www.dynamic-grc.com

Email: info@dynamic-grc.com

LinkedIn:
https://www.linkedin.com/company/dynamic-grc
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